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1 Introduction

The spin out company, based on the Autonomous Robotic Surgery (ARS) Project, will be United Kingdom (UK) based and will provide training and education for surgeons in the field of surgical robots.

Services will include using surgical robots, such as the Da Vinci Surgical Systems model, alongside custom made scenarios which will be developed by the company for the training of surgeons. A second service offered will be the collection of data from the surgeons' reactions and decisions. This will be captured by the company and analysed for later use by ARS for the development of an autonomous surgical robot; development of Artificial Intelligence (AI) to react to unexpected events in a surgical environment [[1]](https://www.zotero.org/google-docs/?broken=BoQc1W), is one or ARS’s research outcomes. Finally, a website will be another service offered which will allow clients to book training and the platform will be used to advertise the company’s services.

An Information Security Management System (ISMS) for the described company will be created by: identifying context, risk identification and analysis, risk treatments, identification of legal issues and identification of technical areas for future work.

2 Risk Management

2.1 Methodology

ISO 27001 has been selected as an appropriate standard because of its robust and comprehensive framework. For example, three attributes identified by ISO 27001 for information security are: people, processes and technology [[2]](https://www.zotero.org/google-docs/?broken=NeDI1N). This illustrates how the critical components of an organisation's information security are considered together and not in isolation. For instance, [[3]](https://www.zotero.org/google-docs/?broken=UVCm95) argues that a culture of following procedures must be developed within the organisation. This highlights how the attributes of ISO 27001 are aligned to the creation and continuous improvement of an ISMS. Moreover, a framework for information security considerations, including: risk assessment, risk treatment, incident response and continuous improvement are used. These considerations facilitate proactive security and maintain the Confidentiality, Integrity and Availability (CIA) of assets.

Certification is gained from ISO 27001 and is beneficial in reassuring clients that robust ISMS procedures are in place [[4]](https://www.zotero.org/google-docs/?broken=M8iya3). Accordingly, certification offers reassurance that proper procedures and controls are in place and followed. As a result, this provides confidence in the company’s ISMS. On the other hand, [[5]](https://www.zotero.org/google-docs/?broken=JRz27N) puts forward that ISO 27001 certification does not offer a competitive advantage and could be seen as merely a paperwork exercise. Ultimately, decreasing confidence in the standard. Having said that, [[6]](https://www.zotero.org/google-docs/?broken=jPzvMJ) found that companies with ISO 27001 certification have an improved risk based approach to information security and demonstrate good internal controls and processes. Therefore, a strong argument is made for the benefits outweighing the potential subjective ‘cons’ of certification and selection of ISO 27001.

Defined structures in ISO 27001, such as controls in Annex A, provide a comprehensive methodology for risk management. Indeed, [[7]](https://www.zotero.org/google-docs/?broken=43XF4q) places Annex A controls into five categories: data, hardware, software, people and network. This allows threats to be grouped using the CIA triad to assess the impact of risk. In comparison, Factor Analysis of Information Risk (FAIR) is a quantifiable methodology which uses four factors to measure and quantify risk [[8]](https://www.zotero.org/google-docs/?broken=lqbWbf). This is beneficial to view financial loss but is limited within a rigid framework which is difficult to expand. Indeed, [[9]](https://www.zotero.org/google-docs/?broken=qehBaB) supports this by arguing that not all threats can be supported by the FAIR methodology. Overall, ISO 27001 provides a comprehensive understanding of risks and controls for risk management.

With ISO 27001 additional documentation is suggested as guidance, such as ISO 27005 and ISO 31000, which support the creation of the ISMS.

Implementation of ISO 27001 for the company will be:

1. Context establishment (Clause 4)
2. Risk identification (Clause 6)
3. Risk analysis (Clause 6)
4. Risk evaluation (Clause 6)
5. Risk treatment (Clause 6)
6. Monitoring and review (Clause 9, 10)

2.2 Assets

Context is established to identify assets and identify risks by using Clause 4 and 6 of ISO 27001 [[10]](https://www.zotero.org/google-docs/?broken=k6XYpe) alongside Clause10 of ISO 27005 [[11]](https://www.zotero.org/google-docs/?broken=O3WXQg) for additional guidance.

Firstly, [11] states the organisation requires a strategic understanding of issues affecting the ISMS. This strategic understanding is: the storage of data, such as personal information and data captured during training from surgeons.

Secondly, internal and external context will be established, ISO 31000 clause 4.3.1 [[12]](https://www.zotero.org/google-docs/?broken=hpqi0C) provides guidance on this. The company will be responsible for everything within the ISMS boundary, such as the systems it has complete control over. However, responsibility cannot be taken for data which has left the company’s system, for instance data being transmitted on a public network.

External context is identified as:

1. Stakeholders, such as customers and shareholders
2. Research aims of ARS
3. Compliance to UK and EU laws and regulations
4. Ethics of how data is used to train AI

Internal context is identified as:

1. Employees
2. Security of data and information
3. Directors and shareholders
4. AI development

Assets are defined in ISO 27005 as activities, process and information [11]. Following ISO 27001 Annex A: A.8.11, A.8.1.2, an inventory of assets and owners to maintain them [10] are shown in Table 1. Notably, assets need to be identified in order for the company to know what information to protect [[13]](https://www.zotero.org/google-docs/?broken=Nj8ORp).

| **Asset** | **Owner** | **CIA** | **Associated Risk(s)** |
| --- | --- | --- | --- |
| Training software | Head of Development | A/I | - Theft of software  - Malicious code |
| Surgical robots | Head of Operations | A/I | - Not updated  - Physical damage/theft |
| Collected data from surgical simulations | CISO | C/I | - Weak encryption  - Weak hash |
| Client and employee databases | CISO | C/I/A | - SQL injection  - Ransomware |
| Network infrastructure | Head of IT | C/I/A | - DDOS  - Open ports |
| Physical security of premises | Head of Operations | C/I/A | - Unlocked server room  - Man in the middle attack |

*Table 1 - Company Assets*

In order to identify the importance of assets, the CIA triad is utilised [12]. CIA are terms which have shaped both the understanding of cyber security and how processes are created to identify and mitigate threats. However, as the sophistication of threats has evolved, so has the scope of CIA. Indeed, [[14]](https://www.zotero.org/google-docs/?broken=xEQajw) puts forward that CIA are broad terms which since the 1970s have encompassed additional definitions. For instance, authenticity and non-repudiation are categorised under integrity, highlighting the diversity of threat type. This aids the company in prioritising assets and the impact of associated risks.

2.3 Risk Management Plan

Following ISO 27005 guidance: risks need to be identified, Clause 7.2, analysed, Clause 7.3, and evaluated, Clause 7.4 [11]. Using Clause 6.1.2a-c of ISO 27001 [10] risks have been identified using the criteria of company assets. This is highlighted in Table 2 through the risk calculation score from the impact multiplied by the likelihood.

| **Asset** | **Threat** | **Vulnerability** | **Risk owner** | **Impact (1-5)** | **Likelihood (1-5)** | **Risk (=I\*L)** | **Treatment** |
| --- | --- | --- | --- | --- | --- | --- | --- |
| Database of client information | Insider Threats | Poor access control | CISO | 5 | 3 | 15 | Strict access controls |
| Malware/ ransomware | Lack of updates | 4 | 3 | 12 | Regular updates |
| Employees | Social engineering | Lack of staff training. | HR Manager | 5 | 2 | 10 | Security awareness training |
| Data in Transit | Man In The Middle | Poor/weak encryption | Network Manager | 5 | 2 | 10 | SSL/TLS |
| No digital signature | 3 | 1 | 3 | Implement digital signatures |
| Weak authentication | 4 | 2 | 8 | MFA |
| Website | DDOS | Lack of DDoS mitigation measures. | CISO | 4 | 4 | 16 | Traffic monitoring |
| Defacement | Unpatched vulnerabilities in content management systems | 4 | 1 | 4 | Web application firewall |
| Cross site scripting | Improper input validation | 4 | 2 | 8 | Update/patch website |
| Insider threats | Inadequate access controls | 5 | 1 | 5 | Access controls |

*Table 2 - Risk Assessment*

Analysis of risks is qualitative which is in line with ISO 27001 Clause 7.3.1 [10]. An advantage of qualitative risk assessments is the speed for completion and clear delivery of risk likelihood to business stakeholders [[15]](https://www.zotero.org/google-docs/?broken=ZemrWl). However, quantifiable risk assessments allow for a greater understanding of risks which are assigned specific values, however, more time and quantitative data is required [[16]](https://www.zotero.org/google-docs/?broken=1W7Q53). For instance, [[17]](https://www.zotero.org/google-docs/?broken=gH60Rm) conducted a Monte Carlo analysis, alongside additional statistical analysis, to create a quantitative risk assessment. Notably, the resources were available for a successful quantitative risk assessment. However, the company does not have the required data for a quantitative risk assessment, therefore a qualitative risk assessment is justified to delineate acceptance criteria.

In order to prioritise risk, a risk matrix has been utilised (see *Appendix A*). This is based on Table A.6 in ISO 27005 [11], and is used for guidance in order to assess risk appetite by matching the risk score from Table 2 to the risk matrix. A priority of risks is identified as follows:

1. DDOS attack
2. Insider threats
3. Malware
4. Cross site scripting
5. Social engineering
6. MITM
7. Weak encryption
8. Insider threats
9. Website defacement
10. No digital signatures

Risks 1 and 2 fall into an unacceptable category and actions to reduce the risk need to be taken [11]. Risks 3-7 are tolerable under control and a risk management follow up will need to be conducted [11]. Lastly, risks 8-10 are acceptable as they are.

2.4 Risk Treatment

Insider threats are identified because they pose an unacceptable level of risk. Controls for this type of threat are identified in Annex A A.12.4 Logging [11], which advises the monitoring and protection of information.

One treatment is to consider access controls and removing excessive privileges. Notably, [[18]](https://www.zotero.org/google-docs/?broken=mo4f1E) highlights how an access control policy and auditing of legitimate users to produce an audit trail are effective. For instance, strict access controls and a database active monitoring system such as IBM Security Guardium, are efficient treatments. This is supported by [[19]](https://www.zotero.org/google-docs/?broken=8QuEnt) alongside revoking rights once a user no longer requires them. Similarly, reducing the risk with an Intruder Detection System (IDS) to monitor unauthorised access is considered. However, [[20]](https://www.zotero.org/google-docs/?broken=3sLXoN) highlights that a modern machine learning IDS provides limited explanations of why detections are made. This can create a lack of transparency in the system, making it difficult to validate an IDS’s effectiveness.

Alternatively, a Deep Feedforward Neural Networks (DFNN) can be used to recognise the normal behaviour of users. For instance, parameters and thresholds can be utilised to detect abnormal actions [[21]](https://www.zotero.org/google-docs/?broken=XXSJFx). An advantage is DFNN’s can be established quickly to capture threats, however DFNN’s do not capture the temporal information of users [[22]](https://www.zotero.org/google-docs/?broken=6QClqw) which limits contextual understanding.

Given the potential drawback of using a DFNN, the spin out company will employ strict access controls and user privileges to restrict access to the database in order to reduce the threat.

DDOS attacks impact organisations by removing the availability of services. This could result in reputational damage and financial loss if the attack is persistent and over an extended period of time. An example of a recent DDOS attack on the Belgium parliament [[23]](https://www.zotero.org/google-docs/?broken=V4iR9K) illustrates that DDOS attacks are increasing in number and volume. Indeed, attacks using 100 gigabits per second grew by 67% and attacks lasting for over three hours increased by 87% in 2022 [[24]](https://www.zotero.org/google-docs/?broken=tpwd0G).

A possible treatment is the use of machine learning and artificial intelligence to provide warning and mitigation techniques. Research form [[25]](https://www.zotero.org/google-docs/?broken=mDzXwI) argues that a Long Short Term Memory neural network can achieve this with a high degree of results. However, this research focuses on HTTP based flooding attacks. An alternative to this is Extreme Gradient Boosting (XGBoost) to identify legitimate traffic. For instance, [[26]](https://www.zotero.org/google-docs/?broken=ZjdVKR) presents research that XGBoost achieved 85%-95% accuracy. This is supported by, [[27]](https://www.zotero.org/google-docs/?broken=rWKa0J) who argue that XGBoost outperforms other algorithms and has improved accuracy. Importantly, accurate predictions can enable information technology teams to mitigate the effects of a DDOS attack. Therefore, XGBoost is selected as a treatment to give warnings of potential DDOS attacks and reduce the threat.

3 Legal Issues

The Data Protection Act 2018 (DPA) for the UK aligns with the European Union’s General Data Protection Regulation (GDPR) and are legal requirements for the company to operate. To address this, ISO 27001 is beneficial as the standard facilitates compliance with law. Indeed, [[28]](https://www.zotero.org/google-docs/?broken=H8vy0x) highlights principles such as: accountability, risk assessments and a security framework as integral aspects of ISO 27001. This shows that implementation of ISO 27001 addresses legal compliance through its framework, with audit trails as a control specified in Annex A. Furthermore, this can be augmented with the employment of a dedicated Data Protection Officer and encryption of data held in company databases [[29]](https://www.zotero.org/google-docs/?broken=1DHWEk)[10].

Implications for not complying with the DPA, or GDPR, can be severe because this can result in monetary fines, restrictions on processing data and reputational damage [[30]](https://www.zotero.org/google-docs/?broken=6gVOGh). A method for addressing this is by using controls specified in Clause A.18.1.1 within Annex A. This will ensure the company is compliant with the law. Evidently, [[31]](https://www.zotero.org/google-docs/?broken=fqtP0J) puts forward that fines have made organisations privacy aware, which has improved risk management and increased reputational trustworthiness. Therefore, this control is wholly appropriate as it will allow the company to operate without hindrance or reputational damage.

Medical Device Regulation (MDR) in the UK is a consideration for surgical robot assets owned by the company. Although devices used by the company will not be used in real surgeries, compliance is still required. An implication of MDR is that devices must be monitored for performance and safety [[32]](https://www.zotero.org/google-docs/?broken=fs53D7). A method to address this is the regular maintenance and testing of devices to ensure that they meet industry standards. This is appropriate and is supported by Annex A.12.5.1 [10], which clearly states that software should be managed, such as receiving regular updates.

Consumer protection regulations will apply to the spin out company because it is offering a training program. For instance, the Consumer Rights Act 2015 (CRA) has the implications of complaints and disputes which can relate to data security [[33]](https://www.zotero.org/google-docs/?broken=DnRmzp). Specifically, if a customer has a concern about a data breach, or the mishandling of data, an implication is that the company will be required to address this concern or face financial penalties. To address this issue, one method is to publicly declare any data breaches and inform customers. A second control for this issue is a review of the company’s risk assessment, ISO 27001 Clause 9 and 10 [10], to establish why it happened and prevent it happening again.

4 Future Recommendations

Ransomware attacks are becoming increasingly sophisticated, with implications of an attack being reputationally and financially damaging. Backing up data, detection and then blocking ransomware are traditional defences. However, ransomware can be difficult to discover if its behaviour is unobserved. Indeed, packing techniques can be used for it to remain undetected [[34]](https://www.zotero.org/google-docs/?broken=uE8mUO). This makes detection and prevention of ransomware difficult, especially if the backed up data is also targeted. A treatment is Device Level Backup Solid State Devices (DLB-SSD), such as Flashguard, which can detect ransomware by monitoring for its input/output writing pattern. An alternative viewpoint argues that DLB-SSD can predict excessive false-positives and generate space overhead by performing unnecessary backups [[35]](https://www.zotero.org/google-docs/?broken=TvDmy6).

A recommendation for management to consider for future inclusion is content based ransomware based detection because of improved space overheads and reduced false positives. For instance, [[36]](https://www.zotero.org/google-docs/?broken=jsK6d9) put forward Amoeba, using rule based detection, to monitor the number of writes, similarity and entropy of page write operations. Amoeba is highly effective against known ransomware, albeit, new or zero day ransomware attacks are identified as weaknesses. However [35] shows that Amoeba outperforms traditional anti-ransomware software. With the potential negative impact from ransomware, future consideration for its mitigation is strongly recommended.

Multi-Factor Authentication (MFA) is a technical area which will enhance authenticity for the company because it adds additional security. Indeed, submission of additional information, such as: fingerprints, one time passwords or facial recognition adds additional levels of depth to existing security. Notably, these attributes fall into categories, such as: what someone knows, where someone is and what someone has in order to ensure only legitimate people have access to a system [[37]](https://www.zotero.org/google-docs/?broken=k3J9Nj). Significantly, MFA will mitigate unauthorised access and improve security.

Justifications for the consideration of MFA are risk reduction, by lowering the possibilities of account hijacking, and security enhancement of sensitive data. Supporting this, [[38]](https://www.zotero.org/google-docs/?broken=nPlfyO) argues for risk based authentication where attributes, such as: time of day, device information and internet protocol address information to form a risk assessment and request different authentication from those details and level of risk generated. With the importance given to data security, and how the company will handle that data, MFA is strongly suggested for future inclusion.

The company will be analysing data and a future capacity to develop software could be required. To facilitate this, a Secure Software Development Lifecycle (SDLC) should be implemented because it ensures security is considered in every phase of development. For instance, security can be deferred until the testing phase and if issues arise they can cause delays [[39]](https://www.zotero.org/google-docs/?broken=cVa5ip). However, [[40]](https://www.zotero.org/google-docs/?broken=cTgPSE) posits that a SDLC process helps by integrating security with development. Arguably, this results in more secure software and early detection of software flaws. For instance, vulnerabilities in software can be identified before it is deployed as vulnerabilities were considered at the design phase and not during a test phase. As a future consideration a SDLC framework will reduce security issues during the development stages and provide customers with reassurance of the company’s commitment to secure services.

5 Conclusion

In conclusion, ISO 27001 provides a comprehensive methodology for assessing, analysing and evaluating risk. Significantly, certification is beneficial for the company’s reputation as it projects a serious attitude towards threats and a culture of following procedure. Furthermore, assets are accounted for within the company with assigned owners to take responsibility. From this threats have been identified, analysed and prioritised. With a risk rating assigned, threats are then managed with the two highest risks being reduced through use of Annex A controls.
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*Table 3 - Risk Appetite Matrix*